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Intel Holds Investor Call Regarding
Security Research Findings
SANTA CLARA, Calif.--(BUSINESS WIRE)-- Intel Corporation will hold a call for investors
today at 2 p.m. Pacific Time to discuss reports of new security research findings. To join the
call:

Toll-Free Dial-In Number: 877-303-7005
International Dial-In Number: 678-809-1045
Passcode: 3487908

A presentation for today’s call will be available at www.intc.com.

In addition, the company issued the statement below, which can also be found in the Intel
Newsroom:

“Intel and other technology companies have been made aware of new security research
describing software analysis methods that, when used for malicious purposes, have the
potential to improperly gather sensitive data from computing devices that are operating
as designed. Intel believes these exploits do not have the potential to corrupt, modify or
delete data.

“Recent reports that these exploits are caused by a “bug” or a “flaw” and are unique to
Intel products are incorrect. Based on the analysis to date, many types of computing
devices -- with many different vendors’ processors and operating systems -- are
susceptible to these exploits.

“Intel is committed to product and customer security and is working closely with many
other technology companies, including AMD, ARM Holdings and several operating
system vendors, to develop an industry-wide approach to resolve this issue promptly
and constructively. Intel has begun providing software and firmware updates to mitigate
these exploits. Contrary to some reports, any performance impacts are workload-
dependent, and, for the average computer user, should not be significant and will be
mitigated over time.

“Intel is committed to the industry best practice of responsible disclosure of potential
security issues, which is why Intel and other vendors had planned to disclose this issue
next week when more software and firmware updates will be available. However, Intel is
making this statement today because of the current inaccurate media reports.

“Check with your operating system vendor or system manufacturer and apply any
available updates as soon as they are available. Following good security practices that
protect against malware in general will also help protect against possible exploitation
until updates can be applied.

http://www.intc.com
https://newsroom.intel.com/news/intel-responds-to-security-research-findings/


“Intel believes its products are the most secure in the world and that, with the support of
its partners, the current solutions to this issue provide the best possible security for its
customers.”

About Intel

Intel (NASDAQ: INTC) expands the boundaries of technology to make the most amazing
experiences possible. Information about Intel can be found at newsroom.intel.com and
intel.com.

Intel and the Intel logo are trademarks of Intel Corporation in the United States and other
countries.

*Other names and brands may be claimed as the property of others.
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