BARINGS

Global Privacy Notice
This global privacy notice (“Privacy Notice”) applies to

e BaringsLLC;

e Barings LLC's affiliates, subsidiaries, and investment fund management entities (each management
entity a “Manager”), which may respectively be based in the United States of America (the “USA”),
United Kingdom (the “UK”), Switzerland, the European Union (the “EU”), Hong Kong S.AR., the
People's Republic of China, Singapore, Australia, South Korea, Taiwan, Japan andthe Cayman Islands;
and

e therespectiveinvestmentfunds and collectiveinvestment vehicles within the Barings family of funds
(which may include funds that do not feature the Barings trade name) (each a “Fund”).
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Collectively, these entities are “Barings” (“we”, “us”, “our”).

About this Privacy Notice

This Privacy Notice, whichincludes our Cookies Policy (to the extentapplicable, a copyof whichcan be found at
barings.com), is designed to help you understand our information collection practices depending on your
relationship with us.

This Privacy Noticeshould beread in conjunction with any other applicable policies, terms and conditions
inplacebetween you and Barings.

Any term or provision containedin this Privacy Noticeshall notapply to the extent itis incompatible with
relevantapplicablelaws or regulationsinthe country or jurisdiction thatapplies to your Personal Data. The
local addendum attached to this Privacy Noticesets out additional or different obligations andrightsin a
given country, state, or jurisdiction beyond the terms of this Privacy Notice. Where there is any
inconsistency between the local addendum and the main body of this Privacy Notice, the relevant local
addendumshall prevail.

The Barings entity that was originally responsible for collecting your Personal Data ina given country or
jurisdiction will be your primary data controller. The relevant data controller(s) in a particular country or
jurisdictionare set out in the relevant local addendum below. If your country or jurisdiction is not listed,
your data controller will be Barings LLC.

Application of this Privacy Notice

Clients: Ifyouinteract with Barings as a private client or otherwise in yourindividual capacity, orin the capacity
of an officer, employee, director and/or principal of one of our corporate or institutional clients (including
prospective clients) (“Client”), this Privacy Notice sets out how Barings will collect and process Personal Datain
connection withtheservicesit provides youincludingits investment fund management services. Personal Data
thatwe collectandprocess mayincludethat of any Clientincluding but notlimited to registered shareholders
or unitholders, applicants for shares or units, beneficial owners of registered shareholders or unitholders and
applicants for shares or units, personal representatives, directors, officers, employees, agents, trustees and/or
authorized signatories of registered shareholders or unitholders and applicants for shares or units (being natural
persons) (“Corporate Individuals”) and other information relatingto the dealings of Corporate Individuals with
Manager or the Fund and/ortheirservice providers.

Website Users: As regards anywebsite or applications owned or operated by, or on behalf of, Barings, including
(butnot limited to) barings.comandany local variations that may be created from time to time (“Website”), if
you area user orvisitor of a Website (“Website User”), this Privacy Notice alsosets out how Barings collects and
processes Personal Datain connection with those Websites.



Job Applicants: If you applyfor a job with, or are later employed or otherwise appointed by, Barings, when
applicable, we will provide you with a separate privacy notice about how we collect and process your Personal
Data in connection withsuch appointmentatthattime.

1. Definitions

We collect and process Personal Data in accordance with the requirements of the data protection laws
(“Relevant Data Protection Laws”) applicable to the particular Personal Data at issue. The Relevant Data
Protection Laws include the data protection or privacy laws of any country or jurisdiction applicable to the
processing of Personal Data covered by this Privacy Notice.

“Personal Data” (or the equivalent term such as "personal information" under Relevant Data Protection Laws)
means (to the extent applicable) anyinformation: (i) held by Barings; (ii) held or obtained by the Manager or
the Fund; or (iii) anindividual provides to the Manager, the Fund or the Fund’s service provider, that can, in
each case, identify anindividual, such as name, address, email address, date of birth etc., from which that
individual can be directly orindirectly personally identified, andincludes information suchas identificationand
account numbers and online identifiers, or otherwise has the meaning as set out in Relevant Data Protection
Laws applicableto you.

Some of this Personal Data may include, where applicable, information classified in some jurisdictions as
“Special Categories of Personal Data” (or equivalent terms such as “Sensitive Personal Data”, "sensitive
information" or “sensitive personal information” under Relevant Data Protection Laws), relating to an
individual’s race, ethnicity, health, politicalopinions, trade union membership, as well as Personal Data related

to criminal matters.

“processing” means any operation or set of operations whichis performed on Personal Data or on sets of
Personal Data, whether or not by automated means, such as collection, recording, organization,
structuring, storage, adaptation or alteration, retrieval, consultation, use, disclosure by transmission,
dissemination or otherwise makingavailable, alignment or combination, restriction, erasure or destruction,
or otherwise has the meaningassetoutin theapplicable Relevant Data Protection Laws.

2. Personal Data collected and how we collect it
Barings will collectthefollowing types of Personal Data, depending on your relationship with us:

. Identity information such as name, address, personal contact details (including email address and
telephone numbers), date of birth, financial information, passport number, nationality, job title, driver’s
license or identity cardinformation; and

e  Technical and usage information such as IPaddress, cookies, browser type and version, time zone settings,
browser plugin types, operating systems and platform, deviceinformation (including, for mobile devices,
the IMEI number, wireless networks and general network information).

Barings obtainsyour Personal Data fromthefollowing sources:

. Directly from you when you provide such information to us, for example, through your use of our Websites
or other forms to receive ourservices (including our investment services ), when you correspond with us or
submita complaint, or transact with us or our affiliates;

e  From personnel of Clients, from non-affiliated sources (such as consumer or reporting agencies,
governmentagencies, or other non-affiliated parties), or automatically throughyour use of our Websites;
and

e  Through Corporate Individuals, e.g. if you have engaged an advisor on your behalf.

If youare dealing with Barings as a Client, where the Manager or the Fund needs to process Personal Data:
(i) in connection with a registered shareholder’s or unitholder’s contract with the Fund or Manager in
respectof a Fund, (ii)inanticipation ofanapplicantfor shares or units becominga registered shareholder
or unitholder, or (iii) wherethe Manager or the Fund has a legal obligation to collect certainPersonal Data



relating to a Corporate Individual (for example, in order to comply with anti-money laundering and anti-
terroristfinancing (collectively “AML"”) obligations), the Manager or the Fund will notbe ableto deal with
Client if suchindividual does not providethe necessary Personal Data and other information required by
the Manager or the Fund.

3. Purposes

If you aredealing with Barings as a Client, Barings will usethe Personal Data of CorporateIndividuals for
the following purposes:

. For the purposes of performing the contract with a Clientincluding registered shareholder or unitholder,
or in anticipation of an applicant for shares or units becoming a registered shareholder or unitholder,
namely:

o

o

for the purposes of providing services to the Clientincluding registered shareholder or unitholder,
and setting up and administering the Client’s or applicant’s or registered shareholder’s or
unitholder’s account(s), as the case may be;

for the collection of subscriptions and payment of redemptions, distributions and dividends;

in the event of a merger or proposed merger of the Fund or any sub-fund of the Fund, or for any
other restructurings; or

to deal with queries or complaints from Clients i ncluding registered shareholders or unitholders;

° For compliance with Barings’ legal obligations including:

o

AML and fraudprevention purposes, including OFAC and PEP screening for these purposes and to
comply with UN, EU and other applicable sanctions regimes;

compliance with applicable tax and regulatory reporting obligations;
where Baringsis ordered to disclose information by a court with appropriate jurisdiction; or

recording of telephone calls and electronic communications in order to comply with applicable laws
and regulatory obligations, where applicable;

e  Whereuseis fora legitimate purpose of Barings including:

o

o

o

for day to day operational andbusiness purposes;
to take advice fromthe Manager’s and the Fund’s external legal and other advisors;
board reporting and management purposes, including where required, for qualityassurance;

investigation of complaints or reports, including via ethics or whistleblowing systems or reporting
hotlines, relating to conduct which is contrary to Barings’ values or which may be in breach of
applicablelaws andregulations; or

administering surveys and questionnaires, such as for research and client satisfaction purposes;

e  Wherea Corporate Individual has consented to use fora particular purpose. If a Corporate Individual gives
consentforBarings to use their Personal Data fora particular purpose and where permitted under Relevant
Data Protection Laws, that Corporate Individual has the right at any time to withdraw consent to the future
use of his/her Personal Data forthose purposes by writing to the address specified bel ow.

If you are dealing with Barings as a Website User, Barings will use the Personal Data collected for the
following purposes:

e  Forourinternalbusiness administrationandrecord keeping purposes;



e  Toprovideyou with information about our investment products andrelated services, facilitate your online
purchases, tailor or customize your user experience, and forall other administrationas may be necessary
inrelationto the supply of ourinvestment products and related services andthe conduct of ourinvestment
managementbusiness;

e Torespond to yourcomplaints, inquiries or comments submitted through our Website;

e  Where necessary, as partof anyrestructuringrelatingto Barings, its business or assets, or as partof
a merger or saleof Barings or any of Barings’s subsidiaries;

. For legal and regulatory compliance purposes, including as necessary to respond to governmental,
regulatory or law enforcement agency requests inany jurisdiction; to ensure the continuingsecurity
and integrity of our systems, business dealings, reputation or the security and reputation of Barings
andits staff; to identify misuse of Barings’s systems and any fraud or other illegal or unlawful activity
or any other activity which isor may be contrary to our legal and regulatory compliance obligations;

e As may otherwise be necessary for responsible corporate governance or as otherwise required or
permitted by applicablelaws and/orregulations;

e To otherwise protect the rights and property of Barings and the rights, property, and health of other
persons, which may include disclosing information about you to authorities when we deem it
appropriateto doso; and

® To the extent applicable, for any other purposefor which we have obtained your consent from time
to time as permitted andinaccordancewith RelevantData Protection Laws.

Do-Not-Track: Pleasenote that our Website does not recognize web browser “do-not-track” signals. For
more information aboutour use of cookies and other onlinedata collection mechanisms, pleasesee our
Cookies Policylocated on barings.com.

To the extent required by Relevant Data Protection Laws, we will obtain your consent for any new or
additional purposes for which Baring processes Personal Data.

Barings mayalso useyour Personal Data to send you information about promotions and offers. However,
we will not do so without your consent where required by Relevant Data Protection Laws. If you do not
want to receive suchinformationyou can unsubscribeatany time by clickingthelink atthe bottom of any
promotional messagewesend, or by contacting us usingthe contactdetails setoutin this Privacy Notice.

4. International transfers

Personal Data may be transferred to a jurisdiction outside the country or jurisdiction in which you are
resident or located and, if so, this will be done using a legitimate transfer mechanism as required under
Relevant Data Protection Laws.

Subjectto Relevant Data Protection Laws, transfers to other countries or jurisdictions may be permitted if
the countryor jurisdictionin question hasin placedata protection laws which are substantially similar to,
or serve the same purposes as, those in the country or jurisdiction where you are resident or located, or
otherwise deemed by the relevant authorities as providing ‘adequate protection’. However, some
transfers may be to countries or jurisdictions that do not have equivalent protections and, in that case,
Barings, the Manager and the Fund (as applicable) shall use reasonable efforts to implement contractual
protections for the Personal Data, as required based on the legitimate transfer mechanismused.

5. Special Categories of Personal Data

Barings may, in limited circumstances and as permitted by Relevant Data Protection Laws, collect and
process Special Categories of Personal Data, as well as Personal Data related to criminal matters, in



connection with its obligations under applicable AML laws, which will only be used and disclosed, as
necessary, for such purpose.

6. Personal Data received from other sources

WhereBaringsis provided with Personal Data relating to an individual by someone other than thatindividual
(such as a beneficial owner, partners, directors, officers, employers, employees, advisors, consumer or other
reporting agencies, governmental agencies or other related persons), the person providing the Personal Data:
will be asked to warrant that it will only do so in accordance with Relevant Data Protection Laws; and must
ensure that, before doing so, the individuals in question are made aware of the fact that Barings will hold
informationrelatingto themand may useitfor any of the purposes setoutin this Privacy Notice; and, where
necessary, must have obtained the individuals’ consent to Barings’ use of the Personal Data. Barings may,
where required under applicable laws, notify individuals whose Personal Data was received indirectly from a
third party, and confirm that Barings holds their Personal Data and provide a copy of this Privacy Notice to
them.

7. Disclosures of Personal Data

Inadditionto thedisclosures discussed in this Privacy Notice, Barings may also need to disclose your Personal
Data:

. To group companies or related body corporates of Barings (see barings.com for more information),
to enable those entities to provide services to us and/or as part of shared systems which are in
place;

. To organisations who provide services and support to us, including hosting, data processing

website development services, IT support and maintenance providers, call center and hotline
providers and other outsourced services;and

. To enable us to comply with applicable laws and regulatory obligations and respond to requests
from governmental and other regulatory authoritiesinanyjurisdiction.

Additionally, if you are dealing with Barings as a Client, Barings may disclose any Personal Data to other
entities, except as outlined above or under section 3 of this Privacy Noticeor as follows,and in each case
to the extent permitted by Relevant Data Protection Laws:

. To enable Barings to carry out the obligations under the contract with a Client including registered
shareholder orin anticipation of an applicant for shares or units becoming a registered shareholder or
unitholder;

. To anyone providing a service to Barings or a Barings agent (which may include theManager and

companies within its group of companies, the administrator and its or their sub-contractors), as data
processors, for the purposes of providing services to the Manager or the Fund and on the
understanding that they will keep the Personal Data confidential as required by Relevant Data
Protectionlaws;

. Where PersonalData needs to be shared with the depositary appointed to the Fund, inorder to enable
itto dischargeitslegal andregulatory obligations;

. Where the administrator to the Fund is subject to a separate legal obligation requiring it to act as
controller of the Personal Data, including whereitis requiredto use the Personal Data for the discharge
of its own AML obligations including AML ID verification or reporting suspicious activity, or where an
individual has otherwise consented to the Personal Data being shared with the administrator for
specific purposes;

. Where the Client including a registered shareholder or unitholder or applicant for shares or units is a
client of the Manager or a company within its group of companies, with such company for any other
purposes agreed with an individual;



. Wherethe Manager or the Fund needs to sharePersonal Data with itsand the Fund’s auditors, and
legal and other advisors;

. Inthe event of a merger or proposed merger, any (or any proposed) transferee of, or successorin
title to, the whole or any part of the Fund’s business, and their respective officers, employees,
agents and advisers, to the extent necessary to give effect to such merger; or

° The disclosureisrequired by law or regulation, or courtor administrative order having force of law,
or is required to be made to any of the Manager’s or the Fund’s regulators, in each casein any
jurisdiction.

In any case, where Barings shares Personal Data with a non-affiliated data controller (including as
appropriate, the Fund’s service providers), the use by that non-affiliated party of the Personal Data will be
subjectto the non-affiliated party’s own privacy policies.

8. Security of Personal Data

Barings will maintainappropriate physical, technical and procedural safeguards designed to protect any Personal
Data that you provide to us from accidental or unauthorized |l oss, misuse, damage, modification, access or
disclosurein accordance with Relevant Data Protection Laws. Barings also restricts access to Personal Data about
you to those employees who need to know that information to provide products and services to you. As an
added measure, Barings does notinclude Personal Data or accountinformation in non-secure e-mails that we
send you viathe Internet without your priorconsent. We advise you not to send such information to us in non-
secure e-mails.

Service providers who process your Personal Data on behalf of Barings are also required to adhere to
appropriate security standards designed to protect such information against unauthorized access,
destructionorloss.

9. Updates toPersonal Data

Barings will use reasonable efforts to keep Personal Data up to date. However, Barings must be notified, without
delay, of any changeinanindividual’s personal circumstances by the individual or the person that provides such
information on behalf of theindividual.

10. Retention of Personal Data

Baringsis obliged to retaincertain informationto ensure accuracy, help maintain quality of service and for legal,
regulatory, fraud prevention and legitimate business purposes.

Barings is obliged by law to retain AML-related identification and transaction records for a number of years
depending on the relevantruleor regulation under applicablelaws from the end of the relevant investor
relationship or the date of the transaction.

Other information will beretained forno longerthan is necessary for the purpose for which it was obtained by
Barings or as required or permitted for legal, regulatory, fraud prevention and legitimate business purposes. In
general, Barings (orits service providers on its behalf) (as applicable) will hold this information for a period of
seven (7) years,unlessitisobliged to holditfor a different period under lawor applicableregulations.

Barings may also retain records of telephone calls and any electronic communications for any length of
time as required or permitted by any relevant regulatory entity or as required by relevant local laws
includingthoserelatingto data privacy and security.



11. Individual’s Rights in relationto Personal Data
You may havethefollowingrights under Relevant Data Protection Laws:

. An individual may have the right to request access to, correct any inaccuracies in, and in certain
circumstances, requesterasure, or objectto or restrictthe use, of their Personal Data, and object
to certain uses or other processing of their Personal Data (including automated processing), in
each casesubjectto the conditions and/or restrictions setoutin Relevant Data Protection Laws.

. In limited circumstances, an individual may also have the right to data portability in respect of
certain of their Personal Data, which means they canrequest that Barings providea copy of their
disclosable Personal Data to them or their third party nominee.

. An individual may also havethe rightto lodge a complaintwith the relevantBarings entity thatis
the data controller and/or with a relevant supervisory authority about the processing of the
individual’s Personal Data by the relevant Barings entity, the Manager and/or the Fund.

. An individual may also have the right to withdraw consent in specific circumstances, such as for
direct marketing, or where we have otherwise relied on the individual’s consentto process their
Personal Data.

To exercise any of these rights, please send confirmation of your request, by e-mail or post, to the
address below, specifying which Barings products or funds your request relates to and providing any
other relevant identifying information:

Barings Data Privacy Manager
20 Old Bailey

London, UK
DPM@Barings.com

Pleasesee the relevantlocal addendumattached to this Privacy Noticefor contactdetails in your country
orjurisdiction.

12. Complaints

If you would like to contact us in relation to how your Personal Data is handled, please contact Barings’
Data Privacy Manager at DPM@Barings.com and your complaint will be handled in accordance with our
handling procedures. You may also havethe rightto make a complaintwith the relevantlocal supervisory
authority; however, we would request in the firstinstanceyou contactus.

Pleasesee the relevantlocal addendum attached to this Privacy Noticefor contactdetails in your country
orjurisdiction.

13. Local Country, State or Specific Jurisdictional Addenda

i. Australia

ii. California

ili. European Economic Area and UK

iv. Hong Kong S.A.R.

v. Japan

vi. People’s Republic of China
vii. Singapore
viii. South Korea

ix. Switzerland

X. Taiwan

xi. USA



14. Document Management

This documentisreviewed atleastonceannually, and updated as required. Where required by Relevant Data
ProtectionLaws we will notify you inthe event of material changesto this Privacy Noticeand, where required,
seek your consent to those changes.

This document was last updated September 21,2021.



Global Privacy Notice: Addendum for Australia

This addendum sets out additional obligations and rights of Barings Australia Pty Ltd, including any associated
Managers and Funds, beyond the terms of the Privacy Notice.

COLLECTION OF PERSONAL DATA

In some circumstances, we may need to collect additional Personal Data from you, or collect Personal Data
from you in a way which is not described in the Privacy Notice. Where this is the case, we will provide you
with additional information which details the Personal Data we will collect from you and how we will use,
hold and disclose that Personal Data.

DIRECT MARKETING

Your Personal Data may alsobe used to enable us to market services and products that we, our group
companies orrelated body corporates or our partners offer and which we consider may be of interest to you.
If you do not want us to contact you about these products and services, please contact us using the details
set out below. You will also be given an opportunity to unsubscribe from any marketing communications
which wesend to you electronically (such as via e-mail).

HOW DO | ACCESS MY PERSONAL INFORMATION?

You may contactus using the details belowif you wish to find outabout the Personal Data we hold about you.
We may need to verify your identity before giving you access and, depending on the complexity of your
request, we may chargea reasonable feefor processingtherequest.

In certain circumstances, we may not be able to tell you what Personal Data is held about you. In these
circumstances, we will notify you to explain why we cannot provide the information and attempt to find
alternative means to enableyou to access yourinformation.

HOW DO | REQUEST CORRECTION OF MY INFORMATION?

Ifyou believethatthe Personal Data we hold aboutyouis inaccurate, incomplete or out of date, you should
contactus usingthedetails below. We will promptly update any Personal Data that we consider isinaccurate,
incompleteor outof date. If we do notagree thatyour informationisinaccurate,incomplete or out of date,
we will notify you and provide you with thereasons.

COMPLAINTS

If you believe that your privacy has been breached, please contact us using the details below and provide
detailsof theincidentsothatwecaninvestigateand respond to you aboutyour concerns.

We will review all communications and complaints submitted to us in this manner and will aim to respond to
you in writing within a reasonable time. If your complaint is not satisfactorily resolved, you may access an
external dispute resolution service or apply to the Office of the Australian Information Commissioner (“OAIC”)
to have the complaint heard and determined. When we notify you about our decision, we will explain how
you may access an external disputeresolution scheme or makea complaintto the OAIC.

CONTACTUS

To contactus inrelation to the Privacy Notice, please use the following methods:
E-mail: DPM@Barings.com

Barings Data Privacy Manager

Barings Australia Pty Ltd,
Suite4501, Level 45,
Australia Square,

264 George Street,

Sydney, NSW 2000, Australia



Global Privacy Notice: Addendum for California

Under the California Consumer Privacy Act (“CCPA”), we are required to provide California residents with
specific information about our personal information practices. The CCPA defines the term “personal
information” broadly, and includes any information that identifies, relates to, describes, is reasonably
capable of being associated with, or could reasonably be linked, directly or indirectly, with a particular
Californiaresidentor household. Please notethat the CCPA does not apply to certain types of information,
andyour data may be covered by additional privacy notices based on your relationship with us.

Categories of Personal Information that We Collect, Disclose, and Sell
We do not sell any of your personal information for monetary compensation.

We currently do not share your information with non-affiliated third parties for their own marketing
purpose. We collectand disclose certain personalinformationinthecourseof our businessas described in
the Privacy Notice, including to process your transactions, for customer service purposes, for marketing,
for general administration (e.g., managing inventory) evaluating use of our services, research and
development, and for legal compliance.

Please refer to section 3 of the Privacy Notice for a description of how we collect and disclose personal
information and the personalinformationthat we collect.

In addition to collecting business related information (including information such as names, business contact
information and for investors, employees and certain business contacts, dates of birth, government
identifiersand/orfinancial information) we also collect the following:

e Usage Data: As described above, wecollect certain technical information abouta user’s use of our
Websites, which may include: IP address, cookies, browser type and version, time zone settings,
browser plugin types, operating systems and platform, device information (including, for mobile
devices, theIMEI number, wireless networks and general network information). We do not typically
associatethisinformation with a particular user’saccountand we do notseek to reidentify the user
through this information.

e Audio & Video Information: If you call us, we may record your conversation for quality assurance,
training,legal compliance, and customer service purposes. Certain of our premises are monitored
by closed circuit television. Absentanincident, we do not usuallyobtain a copy of such footage, but,
rather, itwould be the property of the buildingmanager.

We disclose each of theabove categories of information, for a business purpose as defined by the CCPA. For
example, we may share your contactinformation with entities that assist us in account management,
background check organizations, and, where permitted by law, with entities to assist us in marketing. We
alsoshareyour information with entities thatassistus inproviding supportand services, such as hosting our
websites, applications, and other onlineservices, to respond to inquiries and for trouble-shooting. We also
share your information to assist us in analyzing and improving our services and operations; for fraud
prevention; for health and safety reasons to provide help facilitate a safe work environment;
personalizing contentand experiences; securingand protecting our business; defending our legal rights and
the rights of others; auditing, reporting, corporate governance, and internal operations; and complying with
legal obligations.

Notification related to Collection of Vaccination Information

In the United States, we collectinformation aboutour employees’ vaccination status, including whether
they arevaccinated, the vaccine manufacturer and dates of when the vaccinewas received (including the
dates of any booster(s)). We use vaccination information to help provide a safe environment for our
employees and as may be necessaryto comply with any obligations under applicablelaw. We may also
usethis information to determine officeaccessand attendanceat events. We usevaccination information
only for the purposes described in this Privacy Notice. We reserve the right to use and disclose our
employees’ aggregate, de-identified information for any lawful purpose. However, we will not use or
shareemployees’ vaccination information for any marketing, advertisingor commercial purposes.



California Resident Rights

California law grants California residents certain rights and imposes restrictions on particular business
practices. We are required to provide you with a notice about our information collection practices at or
before the point of collection; to this end, there may be circumstances in which we provide an additional
noticeto you. Californiaresidents havetherightto opt-out of our sale of their personal information. Subject
to certain exceptions, California residents have the right to (at no charge) request that we (1) delete the
personal information that we hold about them, subject to certain exceptions and (2) send a copy of the
specific pieces of personal information that we have collected about them in the prior 12 months and to
have this delivered, free of charge, either (a) by mail or (b) electronically in a portable and, to the extent
technically feasible, readily useable and transferrable format. California residents also have the right to
request that we providethem certaininformation abouthowwe havehandled their personal information
inthe prior 12 months, including the:

* categories of personalinformationcollected;

* categories of sources of personalinformation;

* businessand/orcommercial purposes for collecting and selling their personal information;

* categories of third parties/with whom we havedisclosed or shared their personal information;

* categories of personal information that we have disclosed or shared with a third party for a
business purpose;and

* categories of third parties to whom the residents’ personalinformation has been sold and the
specificcategories of personal information sold to each category of third party.

California residents may make Requests to Know up to twice every 12 months. The CCPA prohibits
discrimination against California residents for exercising their rights under the CCPA. Discrimination may
exist where a business denies or provides a different level or quality of goods or services, or charges (or
suggests thatitwill charge) differentprices, rates, or penalties on residents who exercise their CCPArights,
unless doingsoisreasonably related to the value provided to the business by theresidents’ data.

California residents have the right to be notified of any financial incentive offers and their material terms,
the rightto opt-out of such incentives atany time,and may notbe included in such incentives without their
prior informed opt-in consent. We currently do not offer any incentives.

CONTACTUS

To contactus in relation to the Privacy Notice, including Requests to Opt-Out of Sale of Personal Information
(if applicable), Requests to Know, and Requests to Delete, please usethefollowing methods:

Electronically: Submittinga CCPAWebform found at barings.com
By Phone: 1-877-766-0014 (toll free) or E-mail: DPM@ Barings.com

Barings Data Privacy Manager
20 0ld Bailey
London, UK

We will respondto verifiable requests received from California consumers as required by law.

To opt-out of sharing with targeted advertisers, please visit optout.aboutads.infoand
optout.networkadvertising.org.

California Shine the Light

We currently do not share your information with non-affiliated third parties for their own marketing
purpose.

For more information aboutour privacy practices, you may contactus atdpm@barings.com.



Global Privacy Notice: Addendum for European Economic Area (EEA) and United Kingdom

This addendum sets out additional obligations and rights of Baring Asset Management Limited (“BAML”),
including any associated Managers and Funds, beyond the terms of the Privacy Notice.

RELEVANT DATA PROTECTION LAWS

To avoid doubt, “Relevant Data Protection Laws” shall mean any applicable data protection laws relating to
the protection of individuals with regards to the processing of personal data including the General Data
Protection Regulation (EU) 2016/679 ("GDPR") (together with any laws implemented by EU member states
(including anyreplacementlegislation applicablein the United Kingdom, whether or notas a result of any full
or partial departure of the United Kingdom from the European Union), which contain derogations from, or
exemptions or authorisations for the purposes of, the GDPR, or which are otherwiseintended to supplement
the GDPR); the UK Data Protection Act 2018; the ePrivacy Directive 2002/58/EC as implemented by EU
member states;any corresponding or equivalentnational laws or regulations relating to the collection, use,
disclosureandprocessing of personal data including any amendment, update, modificationto or reenactment
of such laws and guides and codes of practice issued from time to time by any supervisory authorities, in each
caseas amended, updated or replaced fromtimeto time.

LAWFUL BASIS FOR PROCESSING

Under Relevant Data Protection Laws we must havea lawful basis for processing your Personal Data. When
we do so, we rely on one of the following:

- To performa contractwe havewith you;

- To complywitha legal obligation;

- Wherewe havea legitimateinterestasa business; or
- Ifyouhavegiven us your consent.

We have set out the lawful bases werely on at section 3 of the Privacy Notice. Unless otherwisesetoutin
section 3, the processing of your Personal Data will be in furtherance of BAML's legitimate interests to
provideand improveour services to you, in order to preserve our business operations,and ensuring that
you areprovided with information whichis relevantto you.

PROVIDING YOUR INFORMATION TO US

If you do not provide us with certaininformation (for example, if you do not provide us with information
thatis indicated as mandatory), BAMLmay not be ableto manage or administer our clientrelationship
with you and provideyou with products and services. Ifyouarea Website User, and if you block or refuse
to acceptcookies, or delete cookies after visiting our Website, you may not be ableto access or usesome
of the functionalities of our Website.

INTERNATIONAL TRANSFERS

Subjectto Relevant Data Protection Laws, transfers to other countries or jurisdictions outside of the UK or
EEA may be permitted where such transfer is made to jurisdictions or countries providing “adequate
protection” for Personal Data (which mayinclude US companies thathavevoluntarily signed up to the EU-
U.S. or Swiss-U.S. Privacy Shield).

However, some transfers may beto countries or jurisdictionsthatdo not have adequate protectionand,in
that case, BAML, the Manager and the Fund (as applicable) shall use reasonable efforts to implement
contractual safeguardsfor thecross-border transfer of Personal Data, as required based on the legitimate
transfer mechanismused (such as puttingin place European Commission-approved “Standard Contractual
Clauses”).

Where you arein the UK or the EEA, further informationinrelation to specificinternational transfers can
be obtained by contacting BAML’s Data Privacy Manager atDPM@Barings.com.



COMPLAINTS

If you believe that your privacy has been breached, please contact us using the details below and provide
detailsof theincidentsothatwecaninvestigateand respond to you aboutyour concerns.

We will review all communications and complaints submitted to us in this manner and willaimto respond to
you inwriting within a reasonabletime. Notwithstandingtheabove, you havethe rightto make a complaint
at any time to the Information Commissioner’s Office (ICO), the UK supervisory authority, or to any other
supervisory authority applicable to you.

CONTACTUS

To contactus inrelation to the Privacy Notice, please usethe following methods:
E-mail: DPM@Barings.com

Barings Data Privacy Manager

Baring Asset Management Limited

20 Old Bailey
London, UK



Global Privacy Notice: Addendum for Hong Kong S.A.R.

This addendum sets out additional obligations and rights of Baring Asset Management (Asia) Limited
including any associated Managers and Funds (“we”, “Barings Hong Kong"), beyond the terms of the
Privacy Notice.

PROVIDING YOUR INFORMATION TO US

If you do not provideus with certaininformation (for example,if you do not provideus with information
that is indicated as mandatory), Barings Hong Kong may not be able to manage or administer our client
relationship with you and provide you with products and services. If you are a Website User, and if you
block or refuseto acceptcookies, or delete cookies after visiting our Website, you may notbeableto access
or use some of the functionalities of our Website.

CONTACT DETAILS

To contactus inrelation to the Privacy Notice, please use the following methods:
E-mail: DPM@Barings.com

Barings Data Privacy Manager

Baring Asset Management (Asia) Limited 35/F Gloucester Tower
15 Queens Road
Central, Hong Kong



Global Privacy Notice: Addendum for Japan

This addendum sets out additional obligations and rights of Barings Japan Ltd. including any associated
Managers and Funds (“we”, “Barings Japan"), beyond the terms of the Privacy Notice.

TRANSFERS

Your primary data controller Barings Japanwilljointly use your Personal Data specified inthe Privacy Notice for
the purposes specified therein with other group companies of Barings. Barings Japanwill be responsible for the
management of your Personal Data jointly used by other group companies of Barings.

CONTACT DETAILS

To contactus inrelation to the Privacy Notice, please use the following methods:
E-mail: DPM@Barings.com

Barings Data Privacy Manager

Baringlapan Ltd.

7F Kyobashi Edogrand
2-2-1 Kyobashi
Chuo-ku

Tokyo 104-0031, Japan



Global Privacy Notice: Addendum for the People's Republic of China ("PRC") (excluding for the purposes
of the Privacy Notice Hong Kong S.A.R., Macau S.A.R. and Taiwan)

This addendum sets out additional obligations and rights of Barings Investment Management (Shanghai)
Limited and Barings Overseas Investment Fund Management (Shanghai) Limited, includingany associated

” u

Managers and Funds (“we”, “Barings PRC"), beyond the terms of the Privacy Notice.
PROVIDING YOUR INFORMATION TO US

If you do not provide Barings PRC with certain Personal Data (for example, if you do not provide us with
information thatisindicated as mandatory); or give us your (express or deemed) consentto the collection,
useand/or disclosure of your Personal Data; orif you subsequently withdraw your consent, Barings PRC may
not be ableto manage or administer our client relationship with you; provide certain products andservices
to you;orifyouarea Website User,you may notbe ableto access or use some of the functionalities of our
Website.

SENSITIVE PERSONAL DATA

Certain types of Personal Data are considered "sensitive" and, depending on your country of work or
residence and applicable laws, additional rules will apply in respect of this Personal Data. “Sensitive
Personal Data” as defined under PRClaws and regulations may include (but withoutlimitation) information
relatingto:

o mobile phone number;

. genetic or biometricinformation;
. financialinformation;

o taxidentification number;

. national identity card number;

. health records;

o sexual orientation;and

. racial or ethnic origin.

References to "Special Categories of Personal Data" in the Privacy Notice shall for the purpose of this
addendum be deemed to be references to Sensitive Personal Data.

RETENTION OF PERSONAL DATA

Your Personal Data will be kept confidential and will be retained for the retention periods set outin our
Record Keeping Policy.

CONTACT DETAILS

To contactusinrelationtothe Privacy Notice, please use the following methods:
E-mail: DPM@Barings.com

Barings Data Privacy Manager

Barings Investment Management (Shanghai) Limited & Barings Overseas Investment Fund Management
(Shanghai) Limited

Unit 4501-04, Level 45

International Finance Center Tower 2

8 Century Avenue

Pudong District

Shanghai, China



Global Privacy Notice: Addendum for Singapore

This addendum sets out additional obligations and rights of_Barings Singapore Pte. Ltd including any
associated Managers and Funds (“we”, “Barings Singapore”), beyond the terms of the Privacy Notice.

PROVIDING YOUR INFORMATION TO US

If you do not provide Barings Singapore with certain Personal Data (for example, if you do not provide us
with information that is indicated as mandatory); or give us your (express or deemed) consentto the
collection, use and/or disclosure of your Personal Data; or if you subsequently withdraw your consent,
Barings Singapore may notbe ableto manage or administer our client relationshipwith you; provide certain
products and services to you; or if you area Website User, you may notbeableto access or use some of the
functionalities of our Website.

HOW DO | ACCESS MY PERSONAL INFORMATION?

You may contactus using the details belowif you wishto find outaboutthe Personal Data we hold about you
or how we used or disclosed that Personal Data in the past12 months prior to your request. We may need
to verify your identity before giving you access and, depending on the complexity of your request, we may
chargea reasonablefeefor processing therequest.

CONTACT DETAILS

To contactus inrelation to the Privacy Notice, please use the following methods:
E-mail:DPM@Barings.com

Barings Data Privacy Manager

Baring Asset Management Limited

20 Old Bailey
London, UK



Global Privacy Notice: Addendum for South Korea

This addendum sets out additional obligations and rights of Baring Asset Management (Korea) Limited,
including any associated Managers and Funds (“we”, “Barings Korea"), beyond the terms of the Privacy
Notice.

COLLECTION OF PERSONAL DATA

We obtain your consent when collecting and using your Personal Data unless such collection and usage is
based on Personal Information Protection Act (“PIPA”), the Act on Promotion of Information
Communication Network Usage and Information Protection (“Network Act”), Protection of Credit
InformationAct (“Credit Information Act”), or other laws or regulations of Korea.

SENSITIVE PERSONAL DATA

Under the PIPA, informationon theideology, creed, membership of a laborunion or political party, political
views, health, sexual preferences, bio-data, and criminal records as defined under the Act on the Lapse of
Criminal Sentences is considered “Sensitive Personal Data”.

When collecting Sensitive Personal Data from you, we comply with all the procedures and methods
stipulated by the PIPA, including obtaining your separate consent for the processing of Sensitive Personal
Data.

OUTSOURCING OF THE PROCESSING OF PERSONAL DATA

Pleaseseebelowthelistof third-party processors (“Processors”) together with the specific processing tasks
to be outsourced. The Personal Data transferred to the Processors will be retained only to the extent
necessaryfor the purposes of the services provided and to meetany regulatory requirements in accordance
with anyapplicablelaws.

We comply with all therelevantlaws and regulations when outsourcing the processing of Personal Data. For
example, we do not outsource the processing of Particular Identification Data as defined under the PIPA
(i.e., resident registration numbers (“RRNs”), driver’s license numbers, passport numbers, and alien
registrationnumbers) to Processors located outside of Korea.

Name of the third-party processor Outsourced task/service

NAVEX Global,Inc. Operation of Barings’ ethics and whistleblower hotline

PROVISION OF PERSONAL DATA TO THIRD PARTIES

Subject to your separate consent, the following Personal Data may also be disclosed to third parties, i.e,
independent data controllers asset outbelow.

We comply with all the relevant laws and regulations when providing Personal Data to a third party. For
example, we do not provide Particular Identification Data as defined under the PIPA to recipients located
outside of Korea.

Recipient

Recipient’s Purpose of
Use

Transferred ltems

Recipient’s Period of
Retention and Use

Barings LLC

Regulatory, riskand
complianceoversight

Anonymized data to
perform regulatory, risk
and compliance
oversight

7 years fromthe date
of collection

Baring Asset
Management Limited

Regulatory, riskand
complianceoversight

Anonymized data to
perform regulatory, risk
and compliance
oversight

7 years fromthe date
of collection




DATA PROTECTION OFFICER

The data protection officer is Ho Chul Jung (22 %&) andis availableat+82 23788 0529 or via e-mail at

Hochul.jung@barings.com.

DESTRUCTION OF PERSONAL DATA

Your Personal Data will be processed and stored for as long as required for the purposes for which they
were collected,and inaccordancewith the storage periods provided for by the applicablelaws. After such
period,your Personal Data will beautomatically and permanently erased or madeanonymous.

MEASURES TO ENSURE SECURITY OF PERSONAL DATA

We takethe followingtechnical, managerial and physical measures necessary to ensure the security of your
Personal Data.

Managerial measures: Designation of a data protection officer, establishment and implementation of an
internal management plan, regular training of employees on personal data protection, etc.

Technical measures: Management of the right to access the Personal Data Processing system, installation
of an access control system, encryption of Particular Identification Data(as defined under the PIPA),
installation of security programs, etc.

Physical measures: Restriction on access to Personal Data storage mediums such as the computer room
and data storageroom, etc.

INSTALLATION, OPERATION, AND DENIAL OF A DEVICE THAT AUTOMATICALLY COLLECTS PERSONAL
INFORMATION

We usecookies which constantly saveand retrieve information of our Website Users. A cookieis a small
text file of information about the basic setting of a website, sent by the website’s web server to the web
browser of a user, andis stored inthe hard disk of the user’s computer.

We usecookies for the following purposes: to engage in target marketingand provide customized services
by analyzingthe frequency and times of visits of members and non-members, identifying their preferences
andinterests and trackingthe number of visits made.

You have the rightto choose whether or not to install cookies. Therefore, you may adjustthe options of
your web browser to accept or refuse all cookies, or to receive notice each time cookies areinstalled.



Global Privacy Notice: Addendum for Switzerland

This addendum sets out additional obligations and rights of Baring Asset Management Switzerland Sarl,
including anyassociated Managers and Funds (“we”, “Barings Switzerland”), beyond the terms of the Privacy
Notice.

DEFINITION OF PERSONAL DATA

The definition of “Personal Data” also includes all information relating to an identified or identifiable legal
entity pursuantto Article 3 (a) of the Swiss Federal Act on Data Protection (“FADP”).

INTERNATIONAL TRANSFERS

Subjectto Relevant Data Protection Laws, transfers to other countries or jurisdictions may be permitted if
the country or jurisdictionin question is in the European Economic Area (EEA), or on the Federal Data
Protection and Information Commissioner's (“FDPIC”) list of countries providing ‘adequate protection’ for
Personal Data (which mayinclude US companies thathave voluntarily signed up to the Swiss-U.S. Privacy
Shield).

However, some transfers may beto countries or jurisdictions that do nothave adequate protection and, in
that case, Barings Switzerland, Barings, the Manager and the Fund (as applicable) shall use reasonable
efforts to implement contractual safeguards for the cross-border transfer of Personal Data, as required
based on the legitimatetransfer mechanismused.

When you are in Switzerland, further information in relation to specific international transfers can be
obtained by contacting Barings’ Data Privacy Manager at DPM@Barings.com.

INDIVIDUAL'’S RIGHTS IN RELATION TO PERSONAL DATA

Under the FADP, an individual is notgranted the right to data portabilityinrespectof his or her Personal
Data.

COMPLAINTS

If you believe that your privacy has been breached, please contact us using the details below and provide
detailsof theincidentsothatwecaninvestigateand respond to you aboutyour concerns.

We will review all communications and complaints submitted to us in this manner and will aim to respond to
you in writing within a reasonable time. If your complaint is not satisfactorily resolved, you may submit a
complaintto the FDPIC.

CONTACTUS
To contactus inrelation to the Privacy Notice, please use the following methods:
E-mail:DPM@Barings.com

Barings Data Privacy Manager
20 0ld Bailey

London, UK

Phone- +442077628961



Global Privacy Notice: Addendum for Taiwan

This addendum sets out additional obligations and rights of Barings SICE (Taiwan) Limited, including any
associated Managers and Funds (“We”, “Barings Taiwan"), beyond the terms of the Privacy Notice. The

term “process” or “processing” as usedinthe Privacy Noticeshould be taken to mean “collect”, “use” and
“process” as defined in the Taiwan Personal Information ProtectionLaw.

PROVIDING YOUR INFORMATION TO US

If you choose not to provide us with certain of your Personal Data (for example, if you do not provide us
with information thatis indicated as mandatory), we may not be ableto manager or administer our client
relationship with you; provide you with products and services;or, ifyou are a Website User, you may not
be ableto access or usesome of the functionalities of our Website.

SENSITIVE PERSONAL DATA

Sensitive Personal Data and Special Categories of Personal Data shall, for purposes of Barings Taiwan’s
obligation to you, include medical records, medical treatment, genetic information, sexual life (including
sexual orientation) and health examination and criminal records.

YOUR RIGHTS TO YOUR PERSONAL DATA
You have rights, using the contactdetails below:

o to make inquiries or requestto review your Personal Data;

. to make copies of your Personal Data;

. to supplement or correctyour Personal Data;

. to discontinuecollection, processing or use of Personal Data;

. to delete your Personal Data; or

. to communicateto us your objection to the use of your Personal Data for marketing purposes.

CONTACT DETAILS

To contactusinrelationtothe Privacy Notice, please use the following methods:
E-mail: DPM@Barings.com

Barings Data Privacy Manager

Baring SICE (Taiwan) Limited
21F 333 KeelungRd.

Sec.1 Taipei11012

Taiwan



Global Privacy Notice: Addendum for the United States of America (the “USA”)

This addendum ssets outadditional obligations and rights of Barings LLC and Barings Securities LLC including
anyassociated Managers and Funds (“We/Barings US”) beyond the terms of the Privacy Notice.

PROVISION OF PERSONAL DATA TO OTHER ENTITIES

If you aredealingwith Barings US as a Client, we may sharethe financial information we collectfromyou
with our financial services affiliates, such as insurance companies, investment companies and securities
broker-dealers. Additionally, so that we may continue to offer you products and services that best meet
your investment needs, we may disclose Personal Data we collect, as described above, to companies that
perform administrative or marketing services on our behalf, such as transfer agents, custodian banks,
service providers or printers and mailers that assist us in the distribution of investor materials or that
provideoperational supportto Barings US. These companies arerequired to protect this information and
will usethisinformationonly for theservices for which we hirethem, and are not permitted to use or share
this information for anyother purpose. Some of these companies may performsuch services in jurisdictions
other than the United States. We also disclose your financial information for our everyday business
purposes, such as to process and effect transactions that you request or authorize and to maintain your
account(s)and as otherwise permitted by applicablelaw. Wemay sharesomeor all of the information we
collect with other financial institutions with whom we jointly market products. This may be done onlyif it
is permitted by the state in which you live. Some disclosures may be limited to your name, contact and
transaction information with us or our affiliates.

Any disclosures will be only to the extent permitted by federal and state law. Certain disclosures may
requireus to get an “opt-in” or “opt-out” from you. Ifthisis required, we will do so before information is
shared. Otherwise, we do not share any personal information about our customers or former customers
unless authorized by the customer or as permitted by law. When you are no longer our customer, we will
continueto shareyourinformation as described in this notice.

REGULATORY

The Privacy Noticedescribes the privacy policies of Barings. Itapplies to all Barings andthe Funds accounts
you presently have, or may open in the future, using your social security number or federal taxpayer
identification number - whether or not you remaina shareholder of our Funds or as an advisory client of
Barings.As mandated by rules issued by the Securities and Exchange Commission, we will besendingyou
this noticeannually,as longas you ownshares inthe Funds or have anaccountwith Barings.

Barings Securities LLCis a member of the Financial Industry Regulatory Authority (FINRA) and the Securities
Investor Protection Corporation (SIPC). Investors may obtain information about SIPC including the SIPC
brochure by contacting SIPC online at www.sipc.org or calling (202)-371-8300. Investors may obtain
information about FINRA including the FINRA Investor Brochure by contacting FINRA online at
www.finra.orgor bycalling (800)-289-9999.

CONTACTUS
To contactus inrelation to the Privacy Notice, please use the following methods:
E-mail:DPM@barings.com

Barings Data Privacy Manager
20 Old Bailey
London, UK
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