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Stratasys Introduces Data Security
Platform Supporting Growing U.S.
Government Implementations of 3D
Printing
ProtectAM with Red Hat Enterprise Linux helps safeguard sensitive information across DoD

networked 3D printers for distributed additive manufacturing

EDEN PRAIRIE, Minn. & REHOVOT, Israel--(BUSINESS WIRE)-- Stratasys Ltd. (NASDAQ:
SSYS), a leader in polymer 3D printing solutions, today announced that the company has
introduced a new data security solution to enhance the cybersecurity of additive
manufacturing as its role in government and defense applications grows larger and more
mission-critical.

This press release features multimedia. View the full release here:
https://www.businesswire.com/news/home/20210930005188/en/

Stratasys has announced a new ProtectAM cybersecurity solution for additive
manufacturing to meet the demanding requirements of U.S. government
implementations. The approach can ultimately bring security benefits to other
industries as well, helping accelerate distributed manufacturing using 3D
printing. (Photo: Business Wire)

The new
ProtectAM™ solution
is the first in additive
manufacturing to use
Red Hat Enterprise
Linux, the world’s
leading enterprise
Linux platform. This
platform is preferred
by the U.S.
government to help
deliver continuous
information
processing security in
accordance with
requirements
contained in the
applicable Security
Technical
Implementation Guide

(STIG) issued by the Defense Information System Agency (DISA) of the U.S. Department of
Defense.

The ProtectAM solution will initially be available for several industrial and large-format

http://www.stratasys.com/
https://www.businesswire.com/news/home/20210930005188/en/


Stratasys FDM® 3D printers, which are frequently used by government customers to
produce end-use parts and tools for applications such as aviation and ground maintenance
applications. It is available for Fortus® 450mc™ printers effective Oct. 1 and is expected to
be available for F900® 3D printers by the end of the year. Stratasys F370™ and F770™ 3D
printers are expected to be added in Q1 2022, with printers that use other Stratasys
technologies beyond FDM to follow. In the future, Stratasys expects to extend ProtectAM’s
cybersecurity benefits to industry segments beyond government.

“The benefits of 3D printing are clear, including getting critical products wherever they are
needed, with maximum speed and minimal cost, all while extending the lifespan of existing
assets to save taxpayer dollars,” said Dick Anderson, Senior Vice President for
Manufacturing at Stratasys. “Furthermore, the integrity of parts printed from digital files is
absolutely essential, and we have established the ProtectAM solution to be a world-class
security solution to continue the adoption of additive manufacturing by government
agencies, and ultimately to commercial segments as well.”

Stratasys developed its data information security solution to comply with the U.S. Defense
Information Systems Agency’s Security Technical Implementation Guide for Red Hat
Enterprise Linux. The STIG outlines several hundred security controls to protect against
cybersecurity threats.

“Software security is a front-and-center challenge for nearly every government agency, and a
need that Red Hat helps to address through our extensive work in certifying the world’s
leading enterprise Linux platform to meet stringent public security requirements,” said David
Egts, Chief Technologist, North America Public Sector, Red Hat. “Red Hat Enterprise Linux
provides a platform that assists users in meeting the rigorous software security needs for
sensitive computing without sacrificing flexibility, scalability or innovation. We’re pleased to
be able to provide this as a foundation for Stratasys as they work to innovate industrial 3D
printing and additive manufacturing in the public sector.”

The release of Stratasys’ ProtectAM system opens Stratasys systems to new applications
within the government that extend well beyond R&D settings. For example, adherence to
STIG security controls enables the U.S. military to more readily deliver a geographically
distributed enterprise network of 3D printers across and even beyond U.S. military bases.
Furthermore, Stratasys’ technology is built on the FIPS and Common Criteria government-
certified foundation of Red Hat Enterprise Linux, so mission-critical digital files can be sent
wherever they are needed faster and parts can be quickly 3D printed locally.

Existing Stratasys printers are field upgradable with regular software security updates from
Stratasys. More information about Stratasys in manufacturing is available online.

Stratasys is leading the global shift to additive manufacturing with innovative 3D printing
solutions for industries such as aerospace, automotive, consumer products and healthcare.
Through smart and connected 3D printers, polymer materials, a software ecosystem, and
parts on demand, Stratasys solutions deliver competitive advantages at every stage in the
product value chain. The world’s leading organizations turn to Stratasys to transform product
design, bring agility to manufacturing and supply chains, and improve patient care.

To learn more about Stratasys visit www.stratasys.com, the Stratasys blog, Twitter, LinkedIn,

https://www.stratasys.com/manufacturing
http://www.stratasys.com
https://www.stratasys.com/en/explore?Page=1&Phrase=&ResourceTypes=%257BF95BC16E-473D-4ED5-BD2F-FD4322C45EA6%257D
https://twitter.com/stratasys
https://www.linkedin.com/company/stratasys/


or Facebook. Stratasys reserves the right to utilize any of the foregoing social media
platforms, including the company’s websites, to share material, non-public information
pursuant to the SEC’s Regulation FD. To the extent necessary and mandated by applicable
law, Stratasys will also include such information in its public disclosure filings.

Stratasys, FDM, ProtectAM, Fortus, 450mc, F900, F770, and F370 are trademarks or
registered trademarks of Stratasys Ltd. and/or its affiliates. All other trademarks are the
property of their respective owners, and Stratasys assumes no responsibility with regard to
the selection, performance, or use of these non-Stratasys products.

Red Hat and Red Hat Enterprise Linux are trademarks or registered trademarks of Red Hat,
Inc. or its subsidiaries in the U.S. and other countries. Linux® is the registered trademark of
Linus Torvalds in the U.S. and other countries.
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