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Inpixon Announces IBM MaaS360 With
Watson Integration to Enable Enhanced
Location-based Mobile Device Security

Now Organizations Can Automatically Disable Wireless Devices in No-
Phone Zones

PALO ALTO, Calif., Feb. 11, 2019 (GLOBE NEWSWIRE) -- Inpixon (Nasdaq: INPX), a
leading indoor positioning and data analytics company, today announced the release of the
Indoor Positioning Analytics (IPA) Connector for IBM® MaaS360® with Watson™. The
integration enables joint customers of IBM MaaS360 and Inpixon IPA to enforce mobile
device security policies based on a wireless device's specific location in a building. The
connector is available in the IBM Security App Exchange at
https://exchange.xforce.ibmcloud.com/hub/?g=inpixon.

MaaS360 Mobile Device Management (MDM) enables IT organizations to secure, manage
and monitor any corporate- or employee-owned mobile device. The solution allows
companies to configure the device with corporate connectivity settings, email profiles and
device-specific restrictions; to encrypt company information; to remotely wipe lost devices;
and more.

The Inpixon IPA Connector for MaaS360 adds unique capabilities to the IBM solution.
Specifically, the Inpixon IPA Connector for MaaS360 enables MDM administrators to utilize
multiple geo-fenced zones on a facility floor plan. As a wireless device moves throughout the
office environment, the Inpixon IPA Connector sends the phone's location to MaaS360,
allowing MaaS360 to push out location-specific policies. The most common use case is to
disable a phone's camera, audio recorder and transmission functions while in a high
security, no-cell-phones zone. This capability helps to prevent recording of confidential
conversations, theft of intellectual property, and transmission/reception of voice and data
while in the zone.

"Cybersecurity situation awareness and wireless intrusion detection are key value
propositions Inpixon IPA delivers out of the box," noted Soumya Das, COO of Inpixon.
"When used in conjunction with MaaS360, customers are able to enhance their mobile
security capabilities. We're excited to make the Inpixon Indoor Positioning Analytics
integration available to MaaS360 global customers through the IBM Security App
Exchange."

“IBM believes in the importance of ecosystems and integrating seamlessly with best-of-
breed enterprise security infrastructure, like Inpixon,” said Charles Brown, Sr. Offering
Manager, IBM. “Including the Inpixon IPA Connector for MaaS360 in the IBM Security App
Exchange allows our mutual customers to leverage the rich mobile security data set of
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MaaS360 with the power of Inpixon IPA.”

About Inpixon

Inpixon (Nasdaq: INPX) is a leader in Indoor Positioning Analytics (IPA). Inpixon IPA
Sensors are designed to find all accessible cellular, Wi-Fi, and Bluetooth devices
anonymously. Paired with a high-performance data analytics platform, this technology
delivers visibility, security, and business intelligence on any commercial or government
location worldwide. Inpixon’s products and professional services group help customers take
advantage of mobile, big data, analytics, and the Internet of Things (loT) to uncover the
untold stories of the indoors. For the latest insight on IPA, follow Inpixon on LinkedIn,
@InpixonHQ on Twitter, and visit inpixon.com.

Safe Harbor Statement

All statements in this release that are not based on historical fact are “forward-looking
statements” within the meaning of the Private Securities Litigation Reform Act of 1995 and
the provisions of Section 27A of the Securities Act of 1933, as amended, and Section 21E of
the Securities Exchange Act of 1934, as amended. While management has based any
forward-looking statements included in this release on its current expectations, the
information on which such expectations were based may change. These forward-looking
statements rely on a number of assumptions concerning future events and are subject to a
number of risks, uncertainties and other factors, many of which are outside of the control of
Inpixon and its subsidiaries, which could cause actual results to materially differ from such
statements. Such risks, uncertainties, and other factors include, but are not limited to, the
use of the Inpixon IPA platform with IBM MaaS360 Connector, the fluctuation of economic
conditions, the performance of management and employees, Inpixon’s ability to obtain
financing, competition, general economic conditions and other factors that are detailed in
Inpixon’s periodic and current reports available for review at sec.gov. Furthermore, Inpixon
operates in a highly competitive and rapidly changing environment where new and
unanticipated risks may arise. Accordingly, investors should not place any reliance on
forward-looking statements as a prediction of actual results. Inpixon disclaims any intention
to, and undertakes no obligation to, update or revise forward-looking statements.
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